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La presente Policy ha I'obiettivo di stabilire i principi, le regole e le responsabilitd per garantire la
sicurezza delle informazioni gestite da ProActivity Srl in conformitd con la norma ISO/IEC
27001:2022. La Policy mira a garantire la protezione di riservatezza, integrita e disponibilita di
tutte le risorse aziendali assicurando il rispetto delle normative vigenti e delle best practice di settore.

OBIETTIVI

La politica della sicurezza delle informazioni di ProActivity Srl rappresenta l'impegno
dellorganizzazione nei confronti di dipendenti e terze parti nel garantire la protezione delle
informazioni e delle risorse utilizzate per il loro trattamento, in tutte le attivita aziendali e nei progetti
gestiti dall’azienda.

La politica della sicurezza delle informazioni di ProActivity Srl si prefigge i seguenti obiettivi:

a. Riservatezza: le informazioni aziendali e dei clienti devono essere accessibili solo a chi ne
ha diritto, secondo principi di autorizzazione e minimo privilegio;

b. Integrita: i dati devono essere accurati, completi e protetti da modifiche non autorizzate;
Disponibilita: i sistemi e le informazioni critiche devono essere disponibili quando necessari;
Gestione degli accessi: gli accessi dei dipendenti e dei freelance sono limitati al necessario,
temporanei quando richiestl e sottoposti ad autenticazione sicura;

e. Protezione dei dati: i dati sensibili devono essere trattati secondo normative vigenti (es.
GDPR), utilizzando misure tecniche e organizzative adeguate, incluse cifratura, backup e
monitoraggio continuo;

f.  Monitoraggio e controllo: tutte le attivita critiche su applicativi e sistemi sono registrate e
monitorate, con segnalazione immediata di anomalie o incidenti al Responsabile SGSI;

g. Formazione e consapevolezza: tutte le risorse ricevono formazione periodica su sicurezza
delle informazioni, privacy e procedure operative;

h. Continuita operativa: I'azienda implementa piani di continuita operative e di disaster
recovery per garantire continuita dei processi aziendali;

i. Miglioramento continuo: impegnarsi a svolgere un processo continuo di miglioramento ed
evoluzione del Sistema di Gestione per la Sicurezza delle Informazioni, pianificando,
eseguendo, verificando e attuando con continuitd misure ed accorgimenti atti al contrasto di

potenziali eventi che possano compromettere il patrimonio informativo aziendale.
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La politica della sicurezza delle informazioni &€ formalizzata nel SGSI, viene costantemente
aggiornata per assicurare il suo continuo miglioramento ed & condivisa con l'organizzazione e le

terze parti.

La presente politica € soggetta a revisioni su base periodica e/o in caso di cambiamenti significativi
riguardanti la sicurezza delle informazioni, al fine di garantirne l'idoneita, 'adeguatezza e I'efficienza.
La Direzione condivide i principi e gli obbiettivi del’'SGSI e ne sostiene pienamente la realizzazione

e il mantenimento, fornendo le risorse necessarie a tale scopo.
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